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g-Cyberprotect
Cibersegurança 

Características principais 

SOC 24/7 (Centro de Operações de Segurança): 
Suporte altamente qualificado e especializado 
para oferecer resposta perante qualquer 
incidência.

Proteção do posto de trabalho – EDR (Endpoint 
Detection and Response): Proteção integral de 
todos os endpoints corporativos (servidores, 
postos de trabalho e portáteis). A tecnologia EDR 
monitoriza, deteta e mitiga ameaças avançadas 
e ataques de dia zero em tempo real, sem 
depender de assinaturas tradicionais. Suporte 
multiplataforma para sistemas Windows, macOS 
e Linux.

Proteção de e-mail: Segurança avançada de 
correio corporativo. Garante uma caixa de 
entrada livre de ameaças mediante uma filtragem 
antispam e antimalware de alto rendimento, 
bloqueando ataques de phishing, ransomware e 
ameaças de dia zero com máxima eficácia.

Backup e recuperação: Cópias de segurança 
na nuvem com acesso 24 horas para garantir 
a recuperação e restabelecimento de dados e 
arquivos a qualquer momento. 

Proteção de sede: Permite à empresa tenha 
controlo total sobre a segurança, desde a 
rede perimetral até aos endpoints, através o 
despliegue de uma solução gerida de FW de 
última geração com serviço de monitorização, 
vigilância, alerta e resposta automática opcional.

Formação e consciencialização: Acesso a 
conteúdos formativos e campanhas simuladas de 
phishing, reforçando os bons hábitos no uso do 
correio eletrónico e dos sistemas corporativos.

Solução de Cibersegurança com proteção integral para as empresas 
A solução de cibersegurança oferecida pela Gigas é um serviço integral de segurança digital desenhado para proteger empresas e 
trabalhadores independentes, eliminando a necessidade de incorporar pessoal ou recursos específicos de segurança.

Monitoriza a atividade na 
rede de forma contínua para 
detetar alertas sem depender 
de intervenção humana.

Vantagens principais 

A maior vantagem da solução é a vigilância perma-
nente, já que está focada em monitorizar a ativida-
de na rede e alertar ao instante sem depender da 
intervenção humana do cliente. Podemos resumir as 
principais vantagens: 

Monitorização contínua da segurança com o 
SOC (Security Operations Center) 24/7 identifi-
cando riscos e vulnerabilidades em tempo real.

Segurança perimetral e gestão de ações preven-
tivas e reativas.

Não requer investimento em recursos: Elimina a 
necessidade de contratar pessoal especializado 
ou realizar grandes investimentos em infraestru-
tura própria.

Proteção completa dos ativos digitais, sistemas 
e equipamentos da empresa.
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Proteção de sede
(FW + Gestão Proativa)

Serviço de Backup com 
100GB armazenamento 

cloud 

100 GB adicionais de 
armazenamento cloud

Consciencialização e 
formação

Planos g-Cyberprotect

Addons

g-Cyberprotect Esencial

1.	 Monitorização do posto de 
trabalho (Agente EDR)

2.	 Gestão pasiva (consola 
g-Cyberprotect)

4,5 € | $5,5
usuario/mes

g-Cyberprotect Avanzado

1.	 Monitorização do posto de 
trabalho (Agente EDR)

2.	 Gestão proativa (SOC esencial 24/7)

3.	 Proteção do correio eletrónico 

4.	 Formação e consciencialização

15 € | $17,60
usuario/mes

g-Cyberprotect Básico

1.	 Monitorização do posto de 
trabalho (Agente EDR)

2.	 Gestão proativa (SOC esencial 24/7) 

10 € | $10,20
usuario/mes

g-Cyberprotect Total

1.	 Monitorização do posto de 
trabalho (Agente EDR)

2.	 Gestão proativa (SOC esencial 24/7)

3.	 Proteção do correio eletrónico 

4.	 Formação e consciencialização

5.	 Investigação avançada de alertas 
(DFIR)

25 € | $29,30
usuario/mes

Esencial Básico Avanzado Total

Monitorização do posto de 
trabalho (Agente EDR)
Gestão proativa (SOC esencial 
24/7)
Proteção do correio
eletrónico

Formação e consciencialização

Investigação avançada de 
alertas (DFIR)
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O seu centro de comando: gestão unificada e visual 

Interface intuitiva

Parceiros tecnológicos

A plataforma g-Cyberprotect centraliza toda a segurança da sua empresa num único painel de controlo intuitivo. Esquece a gestão 
de múltiplas ferramentas; aqui tens a visibilidade total que necessitas.

SIEM Cloud: Monitorização de eventos e ingestão de logs em tempo real para detetar padrões suspeitos.

Dashboard Ejecutivo: Visão  360 do estado de instalação, cópias de segurança e nível de proteção global.

Gestión de Endpoints: Controlo total sobre o inventário de dispositivos e o seu estado de saúde (Antivírus + EDR). 

Informes Automatizados: Descarrega relatórios semanais detalhados sobre incidentes, tendências e recomendações de 
segurança.


